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This guide provides information about PearsonAccess Next user accounts, specific details about how to
manage user accounts in PearsonAccess Next and the PearsonAccess Next User Role Matrix.

Note: The individual student information available in the secure PearsonAccess Next system is private
student data. Ensure student data privacy is maintained when accessing, printing or sharing information
from the system.

Overview

Creating New Accounts

Refer to Appendix A, PearsonAccess Next User Role Matrix, for specific information on user role permissions while

creating user accounts.

All District Assessment Coordinator (DAC) user accounts for PearsonAccess Next are created by Pearson
within 1-2 business days after receiving DAC and alternate DAC information from the MDE-ORG system
on the MDE website (MDE website > Data Center > Schools and Organizations (MDE-ORG)).

o If changes to a DAC account are needed, update MDE-ORG. For information on updating MDE-
ORG, refer to the New District Assessment Coordinators: Getting Access document (MDE website >
Districts, Schools and Educators > Teaching and Learning > Statewide Testing > District
Resources). For assistance updating MDE-ORG, contact MDE at mde.testing@state.mn.us.

o For all other questions about your DAC account, contact Pearson at (888) 817-8659 or submit a
Pearson help desk request.

DACs manage all other PearsonAccess Next user accounts for their district, including creating, updating or
deleting user accounts.

o DACs can create all PearsonAccess Next user accounts except for another DAC.

o DAC or Assessment Administrator (AA) users do NOT need additional roles added to their
account. All permissions at their organization level (district or school) are included. Adding
additional user roles will limit the permissions of the DAC or AA.

o When a new account is created, the user will receive a “New Account” email with a link to set up
their password. The link is active until used to set up a password. Once used, the link will no
longer work.

The PearsonAccess Next Training Center is only intended for technology preparation. DACs only need to
add users to the Training Center if they are involved in technology or infrastructure setup (that is,
Technology Staff user role). If users already have a PearsonAccess Next account and have been added to
the Training Center, they will receive an “Updated Account” email confirming they have been granted
additional access.



https://education.mn.gov/MDE/about/SchOrg/
https://education.mn.gov/MDE/dse/test/district/
mailto:mde.testing@state.mn.us
http://download.pearsonaccessnext.com/ref/WebToCase.html?p=MINNESOTA
http://download.pearsonaccessnext.com/ref/WebToCase.html?p=MINNESOTA
https://trng-mn.pearsonaccessnext.com/cas/login?service=https%3A%2F%2Ftrng-mn.pearsonaccessnext.com%2Fcustomer%2Fj_spring_cas_security_check&renew=true
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Reviewing Staff Accounts

DACs must annually review users within PearsonAccess Next to ensure accounts are up to date. User accounts
are not tied to a specific test administration (for example, MCA 2023). User account management tasks, including
creating, updating, and deleting user accounts can be completed at any time in PearsonAccess Next.

Tip #1: In late summer, create, enable or restore Assessment Administrator (AA) accounts so they can help
manage other user accounts at their school. The Users with Role Access operational report provides a list of all
user accounts for a specific user role (for example, Assessment Administrator), including last login date, at the
user’s organization.

From the PearsonAccess Next Home page, under Reports, select Operational Reports. Select the checkbox next
to the Users report category and then select Users with Role Access.

Operational Reports

Report Categories

Students & Reglstrations

) Users
Online Testing

Users With Org Access

Orders & Shipment Tracking
r x List of all users with access to the selected arganization

| M Users
| Users With Role Access

List of all users with the selected role

e Under Role select the user role to display all users with that user role at that organization.
o If new staff accounts are needed, refer to the Manually Adding User Accounts or Importing User
Accounts sections.
o If current staff accounts need updating, refer to the Manually Updating User Accounts section.
¢ Under Disabled and Deleted filter, you have the option to exclude or include disabled or deleted users.
If chosen to include, the report will include the disabled and delete date(s).
o If staff accounts are disabled or deleted and need to be reactivated, refer to the Enabling and
Restoring User Accounts section.
o If staff accounts are no longer needed (for staff who are no longer at the district), refer to the
Deleting User Accounts section.

Tip #2: In early fall, export a list of all user accounts at your organization to view all users in your district. Export

this list of existing users following step 3 in the Importing and Exporting the User Account File section. If staff

accounts are no longer needed (such as for staff who are no longer at the district), refer to the Deleting User

Accounts section.

Tip #3: New for 2022-23: User accounts now become disabled after 365 days of inactivity. That means most users will
have active PearsonAccess Next accounts at the start of spring testing if they were active in PearsonAccess Next the
previous test administration. However, prior to spring testing, confirm user account activity so all user accounts are
still active. To confirm user account activity, refer to the Confirming if User Accounts are Disabled Deleted section. For an
overview of PearsonAccess Next user role management, including a timeline of suggested user management activities,
refer to the User Account Management in PearsonAccess Next infographic (PearsonAccess Next > Resources & Training >
User Guides).



http://minnesota.pearsonaccessnext.com/user-guides/
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Report Access by User Role

Report access in PearsonAccess Next depends on the user’s role. Refer to Appendix A, PearsonAccess Next User
Role Matrix, for detailed information on reporting access by user.

e Users with the DAC or AA user role automatically have access to all results in their district or school.

e Users with the Test Monitor/Data Entry or MTAS Entry user role must annually be assigned to
reporting groups in order to access applicable results for their students. Refer to the Reporting Groups
User Guide for details (PearsonAccess Next > Reporting Resources > Additional Reporting Resources).

Longitudinal Historical On-Demand Published
Reports and Student Data Reports Reports
Export
District Assessment Ves
Coordinator (DAC)
Assessment
. Yes
Administrator (AA)
Test Monitor/Data Yes, if assigned to Yes, if assigned to
Entry No a Reporting a Reporting No
Group Group
MTAS Entry Yes, if assigned to Yes, if assigned to
No a Reporting a Reporting No
Group Group
Technology Staff
No

Accessing Admin Tab in Training Management System (TMS)

While the Training Management System (TMS) is not directly linked to PearsonAccess Next, DAC and AA users
have access to an “Admin” tab in the TMS (the ability to view or download the record of completed trainings
and document group trainings for all users in their district or school). From January to March, DAC and AA
PearsonAccess Next account information is added to the TMS once a week. For the rest of year, DAC and AA
PearsonAccess Next account information is added to the TMS once every two weeks.

e If you've had an active PearsonAccess Next DAC or AA account for more than two weeks and do not
have the Admin tab displayed, contact Pearson at (888) 817-8659 or submit a Pearson help desk
request. The TMS Admin tab is the only place within the TMS where a PearsonAccess Next username
and password is needed.

e For details on how to update or verify a TMS account, refer to the TMS FAQs (PearsonAccess Next >
Resources & Training > Training). Updating TMS account information does not change account
information in PearsonAccess Next.



http://minnesota.pearsonaccessnext.com/additional-services/
http://minnesota.pearsonaccessnext.com/additional-services/
http://download.pearsonaccessnext.com/ref/WebToCase.html?p=MINNESOTA
http://download.pearsonaccessnext.com/ref/WebToCase.html?p=MINNESOTA
http://minnesota.pearsonaccessnext.com/training/
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Setting a Default Homepage

Users can designate a personal home page through the following options:

1. Home icon: Select the Home icon on the page you

want designated as your default personal home page.

Note: Once selected, the Home icon will update to
include a user symbol within the home icon.

2. Your Account: Select the User dropdown in the top
right and select Your Account.

e Under Default Personal Home Page, select the
dropdown to the right of Home.

e Select the page you want as your default personal
home page. Select Save.

Note: On the main home page, your default personal
home page is designated with the Home icon in the
task dropdown menu.

Students in Sessions oo sessions »

= Tasks 0 Selected

Select Tasks

Students in Sessions o to sessions »

= Tasks 0 Selected

Select Tasks

MDE Assessment Control District (5555-09-000) ~

BRADEN CONRAD-
HIEBNE

Your Account
Sign Out
Profile First Name
Braden
Update Password
Last Name

Conrad-Hiebner

Email

braden.conrad-hiebner@pearson.com

Default Personal Home Page

Home v
TS O ST TIETIT T TEeRTTY
TestNav Configurations
Profile Testing
Student Tests
Update Password &ssion

Students in Sessions
rRepo
Operational Reports
Reporting Groups
Published Reports
On-Demand Reports
Longitudinal Reports
Historical Student Data
L_Support =
Home v

£ Setup A student information in this system is personally identifiable information (Pll); ensure student data privacy when
accessing and using it internally, and protect it from external access or use.

& Testing

* Welcome to PearsonAccess!ext
Student Tests Select an action from one of the dropdown menus under an icon to begin a task.

Sessions
mdemsinsgssions Student Privacy and Public Reports

State and federal laws require MDE to publicly report certain information about how students are doing in school and how
== Reports IVl schools are educating students. Laws also classify data about individual students as private data, meaning it is not available
10 the public. MDE must balance individual student privacy rights with its public reporting obligations by ensuring that
reported data does not reveal any personally identifiable information about students. This page explores how we address
these obligations.

© Support v
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Manual User Account Instructions

DAC and AA user roles can create or update user accounts manually in PearsonAccess Next.

If only a few user accounts need to be created or updated, it's recommended to make the changes manually. If many
user accounts need to be created, updated or restored, refer to the Importing User Accounts Instructions section.

Manually Adding User Accounts

1. From the Home page, under Setup, select Users.

fram exterma) sezass

WeF 31 i£01 1 begin & 144K,

e Student Privacy and Public Reports

s
Las

b Seucons information In i yshem 15 parsomally idsntfatie rformation PI): aezurs st data rivacy when accessing and uaing i
e rotast 1t aruze

2. Select the dropdown menu to the right of the
Start button and select Create / Edit Users.

= Tasks 0 Select

Select Tasks

:

All Tasks

User

IManag)

Find Users

Create / Edit Users

Reset Passwords

Delete / Restore Users

3. On the New User screen, enter the required information as indicated by the asterisks (¥*).

e Selected Organizations*: Enter the name of the school(s) or the name of the district for district-wide access.

Note: If the district organization is selected, the user will have access to the district and all schools within that
district. There is no need to add both a district and schools to the user profile. If a user should only have

access to a school(s), only add the school(s); do not add the district organization.

e Selected Roles*

Note: DAC or Assessment Administrator (AA) users do NOT need additional roles added to their account. All
permissions at their organization level (district or school) are included. Adding additional user roles will limit

the permissions of the DAC or AA.

e Account: No action needed, enabled is the default.

New for 2022-23: Note: The system auto disables a user account after an inactivity period of 365 days.

e First Name*
e Last Name*

e Active Begin Date: Optional field that can be used to enter a specific date for which a user’s access should
begin. If left blank, user will receive the “New Account” email and be able to login upon account creation. If the
date entered is in the future, the “New Account” email will not be sent until that date. The year must be
entered as a four-digit number (Example: 03/03/2023).

e Active End Date: Optional field that can be used to enter a specific date for which a user's access should end.
The year must be entered as a four-digit number (Example: 05/30/2023).

o Delete Date: Field will be grayed out unless user account has been deleted.
New for 2022-23: The system automatically deletes a user account after an inactivity period of 550 days.

e Email*

e Username*: When you enter an email for your new user, the username will auto-populate as their email.
While this can be edited, the user's email address is the recommended username.
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4. Select Create.

Creale [ Edit Lisers

USERS (0} DETAILS
New User

Selectad Organizations’

Selected Roles”

x Test MonionDaia Eniry
Account

Enabled v
First Name”

ample

Last Nama"

Teacher

Email*

sampie. leacheni@school us

Username"

sample leacher@school us

Required

» MDE Assessmenl Middie School (5555-09-301)

Active End Date

Delete Date

Active Begin Date

Note: The PearsonAccess Next Training Center is only intended for technology preparation. The majority of users

will only need access to PearsonAccess Next. If a user needs access to the Training Center, the DAC or AA will need

to create a user account in the Training Center. If the user already has a PearsonAccess Next account, the DAC or
AA will need to create the Training Center user account using the same username used for the PearsonAccess
Next user account. Using the same username links the two accounts so the user will only need one set of login

credentials to access both sites.

Manually Updating User Accounts

1. From the Home page, under Setup, select Users.

2. Use the filters on the left to find users or select
the dropdown arrow right of the Search box to
show all results. Only active users will appear in
the initial search. Select the checkbox next to the
username(s) you want to update.

Import Expor Daa
Ssears
Crganizstions.

G0N 8 STOMEN TraknD

Testhaw Configuatons.

. Stuzent intematian In S =72t 12 PRFZoRl ISATUTASHE IGIMSton (21 ER3:ne SEAGNE G513 V3G WNEN AcoE2Ing SN Lemg E
atsenaly, anc pratect : ram axtarnal acces o uze.

#* Waicome 1o Pearsondoonshest

‘Sabact an actian from ana of the dropdown menus undar an ioan & begin 3 3k,

Student Privacy and Public Reports

Siate N0 ol s fEauire MIIE 1D pUDIEY re
civigu 8,

Ao ADOUL V2 SIUEATS A1 0D 1 SCIWECH 298 NOW SCNOOS 3 SOCAING SHDENIS
e, Meaniyg 115 roL availscia 10 T PubiC 1DE must Datinoe ndhicual suden prwacy
corien DAl G053 1o 1evEal B personaly ienianie infrmaion 0ot s1udents, Th page

pubic higalicns by
510w W 30dESS hEs DIDIONS

Frecasenly Asked Cauestions: Reporing Sucent [1ata oo Our Webste

= Tasks 0 Selected

Select Tasks

Find Users

sample

l Clear Hide 2 Results
| Restnct to selected organization
First Name [ Username®a First Name*
Starts I i‘ sample.teacher@school.us  Sample
i
Username

g sampleb teacher@schoolus Sample B
B [i]
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Note: To find disabled or deleted users, under
Account Status select Disabled or Deleted from
the dropdown menu.

Select the dropdown menu to the right of the
Start button and select Create / Edit Users.

The user(s) selected are displayed on the panel to
the left-hand side of the screen. If you selected
multiple users, confirm that the user you want to
update is selected (highlighted in blue). Enter or
make changes to the user information and select
Save.

Note: Email and Username are the only fields
that cannot be edited on this page. If you need to
change either of these (if a user's email address is
used as the username and it changes, for
example), delete the current account, and create
a new account for the user. In cases where
several or all emails for a district change, use file
import to delete old accounts and create new
accounts.

Note: Users can change their own email by
selecting the User dropdown in the top right and
selecting Your Account. Users cannot change
their username.

Account Status

Select

Deleted
Disabled

= Tasks

0 Selected

Select Tasks

Find Users

= User

All Tasks L

IManag{

Create / Edit Users

Resel Passwords

Delete / Restore Users

USERS (2)

© Creale Users
sample teacher@schoal.us.
sampizh.tezcher@school us

DETAILS

sample.teacher@school us

Selected Organizations™
* MOE Assessment WMidde Schocl (5555-08-201)
Selected Roles®
« Test Monitor'Data Entry
Account

Enabled -

First Name® Active Begin Date
Sarmpie

' Active End Date
Last Name"

Teacher
Delete Date

Email*
sample.teachen@school.us
Username”

sample.teacheni@schonl us

* Required

Sign Out
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Deleting User Accounts

T T o o ey e e
1. From the Home page, under Setup, select Users. T e TTmm—
Student Privacy and Public Reports

Grdkas & Sripmen Tracking

formalion aliaul e siudents ate GONG i1 5CHOC! 200 N SCNows e edhaaing ssenls.
NN 1S PO MVGHENR Ta T PADKE. WDE MU baanes ing ot penaey
70 031 00 10T 12V B PEBOEIY DENIADE NN &

Tesihav Configuraiens.

Fiecysenly Askied CUBSIENS. AEQOMNY S1AN! D13 00 O WeDSTE

2. Use the filters on the left to find users or select the
dropdown arrow to the right of the Search box to
show all results. Only active users will appear in the
initial search. Select the checkbox next to the
username(s) you want to delete.

Select Tasks

Find Users

Filters I Ciear Hide

Restrict to selected organization

First Name Usermame” First Name® Last Name’
MNAAZD1E @ Dana Kopren
Usemame & MNTECHZD18 dana kopren
i ]
# MTASSE2016 Dana Kopren
L_Accaunt Statye L

3. Select the dropdown menu to the right of the Start

= 0 Selected
button and select Delete / Restore Users. Tt : pser
Select Tasks i m Manag|
All Tasks L
Find Users

Create / Edit Users.

Reset Passwords

Delete / Restore Users

4. Select the checkbox next to the username(s) you want

to delete and select Delete / Restore.

Delete / Restore Users

Username™ First Name* Last Name* Email*
¥ MNTECH2018 & Dana Kopren dana.kopren@pearson.com
¥ MTASSE2016 @ Dana Kopren dana.kopren@pearson.com
* Required

Delete / Restore | Reset

Note: A deleted account will remain in the system and can be restored by a DAC or AA. To restore a user, refer to the
Restore Deleted User Accounts section.
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Exporting and Importing User Accounts Instructions

DAC and AA users can create or update multiple user accounts by importing a file directly into PearsonAccess Next.
New for 2022-23: In addition to disabling or enabling user accounts, user accounts can be deleted or restored
through a file import.

It's recommended to import a file if many accounts need to be created, updated or deleted. If only a few user accounts
need to be created, updated or deleted, refer to the Manual User Accounts Instructions section.

There are two ways to create a file: 1) export an existing user file from PearsonAccess Next, make the necessary
changes and import the updated file back into PearsonAccess Next, or 2) create a new file and import it into
PearsonAccess Next. It's recommended to export an existing user file from PearsonAccess Next so you can simply edit
existing information. To edit an existing file, refer to the Exporting the User Account File section. To create a new file,
refer to the Preparing the User Account File section.

Note: User accounts can only be deleted manually; refer to the Deleting User Accounts section for details.

Exporting the User Account File

1. To export the list of existing users in PearsonAccess
Next, from the Home page, under Setup, select
Import / Export Data.

2. Select the dropdown menu to the right of the Start Import / Export Data
button and select Import / Export Data. - -
Select Tasks = IMar

All Tasks

Find Files Import / Export Data

View File Details

3. From the Type dropdown menu, select User Export. )
Select the checkbox next to “Include Deleted Users"” if Import/ Export Data
you want deleted users included in the file. New for

2022-23: The file layout indicates whether an account Type*
is deleted (Yes/No). Select Process.

User Export v

'v Include Deleted Users

10
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4. After you select Process, refer to the file information i
listed on the View File Details tab. The file status HLE G PELER
displays under Details at the top of the page. Select R [ consee

File is ready for download f

the refresh symbol next to Details to refresh the
page, as needed, until the file has processed.

File Information

Type Qrganization

User Expart MDE Assessment Control District (5555.09-000)
Rétjuest Date user

. . s . . OBAE2021 08:12:33 AM .. DAC.Bragen _
You will receive a Status Notification email when the T oouniona i © |
Successiul Records

file has completed processing. Select Download File —
when the file has completed processing.

Parameters
—
= =
Refer to the table below for a list of statuses and explanations.
Status Explanation

Pending File is queued for processing.

Complete Saved information for all records in the file.

Complete with issues Some records were not saved, review the error list for details.

5. Make the necessary changes to the file using Appendix B, PearsonAccess Next User Account File Information, . Save
your file to your computer and follow the steps in the Importing the User Account File section.

Create and Update User Accounts via a File Import

1. Complete steps 1-4 above. The file will open in Excel as a .csv file.

e To create a new user account, in the “Action” column, type “C” or “c” in an empty row. Enter information in
the file to create the new user. Refer to Appendix B, PearsonAccess Next User Account File Information, as
needed.

e To update an existing user account, the “Action” column is populated with “u” by default. Make changes in

the file layout to update the existing user. Refer to Appendix B, PearsonAccess Next User Account File
Information, as needed.

A B G, D B F G H | J K L
[Action Username First Name  Last Name Email Authorized Organizations Roles Active Begin Date Active End Date Disabled Disable Reason Is Deleted
u sample.teacherl@usd123.org Sample Teacherl  sample.teacherl@usd123.org 5555-09-101 Test_Monitor_DataEntry No No
c sample.teacher2@usd123.org Sample Teacher2  sample.teacher2@usd123.org 5555-09-101 MTAS_Score_Entry No No

2. Save the updated file as a .csv file.

3. Import the user account file using the instructions below.

11
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Importing the User Account File

1.

To import a file, from the Home page, under Setup,
select Import / Export Data.

Select the dropdown menu to the right of the Start
button and select Import / Export Data.

From the Type dropdown menu, select User Import.
Select the Choose File button and select the file from
your computer that you will import. Select Process.

You will receive a Status Notification email when the
file has completed processing. To have others receive
a notification email, enter their email in the Additional
e-mails field.

Note: If you import multiple versions of a file, the data
in the system will be updated to reflect any changes to
existing records and to add any new records.

4. After you select Process, the file information is listed

on the View File Details tab. The file status displays
under Details at the top of the page.

£ stugent mroemation In s gystem i perzanalry Brivacy when acoecsing ang uting 1t
internally, and prefoct i fram extaral secazs or uze
Impor ! Export D
*

St

S4CE 4% BCTH0N (76 SN OF I TFODIONN MANAS LINAET A 1501 10 BeGIR 3 KK
Crganizanons.

Users Student Privacy and Public Reports

Crers & Sripment Tracking

Testhar Coniowratons

= Tasks 0 Sel Fil
All Tasks
Find Fil
ind Files Import / Export Data
View File Details
Import / Export Data
Type*
User Import v
Source File Additional e-mails

| Choose File |INo file chosen Enter a valid e-mail address

Import | Export Data

FILES (1) DETAILS

User Export 2021-08-16T14:12:33.707+0000 e3¢

Complete
File is ready for downioad

File Information

Type Organization

User import MDE Assessment Gontrol District (5556-08-000)
Requost Date User

0GAE2021 09:12:33 AM DAC-Brazen
Total Records

34 Download File &
Successiul Records

£l

Error Records
0

Steps

Stop Message
Impart Cornpiste

Refer to the table below for a list of statuses and explanations.

Status

Explanation

Pending

File is queued for processing.

Complete

Saved information for all records in the file.

Complete with issues

Some records were not saved, review the error list for details.

12
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Note: To view any file(s) you have previously imported or
exported, from the Home page, under Setup, select
Import / Export Data.

e Select the checkbox next to the file(s) in the data
grid.

o To narrow your results, under Find Files,
select the box that says, “Name starts with”
and begin entering part of the file name, and
select Search.

o If you have trouble finding your file(s), select
one or more options in the Status or Type
filters on the left, and select Search.

e Select the dropdown menu to the right of the
Start button and select View File Details.

e Ifyou selected more than one file, then select the
file you want to view or download from the Files
list at the left.

Import / Export Data

= Tasks 0 Selected

Select Tasks

Find Files
Filters Clear Hide 27 Results
Status
Select one or more | Request Date Name
Type -,-,-25;20_\(_\4 DK _test 725 b.csv
“Select one or more | 03:40:26 PM

Find Files

Preparing the User Account File

If you wish to create a new file, download the
PearsonAccess Next Importing User Accounts File Layout
(PearsonAccess Next > Resources & Training > User
Guides > PearsonAccess Next Importing User Accounts
file Layout) and enter the information using Appendix B,
PearsonAccess Next User Account File Information, of this
guide to create the user account file. Then follow the
steps in the Importing the User Account File section.

Minnesota Assessments

€ User Guides

Aocess Instructonal guides and resources for statewide testing
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Resetting Passwords

As a security feature, passwords are valid for 180 days. All users can reset their own password at any time. The
following automated notification emails are sent to users with instructions to reset their password as follows:

e “Password Expiration Notification” email sent seven days prior to a password expiring

e “Password has Expired” email sent when a password has expired

Note: If a user's account is disabled or deleted, resetting a password will not enable or restore the account. Follow the
steps in the Enabling and Restoring User Accounts section.

Refer to the table below for details on which user roles have the ability to reset another user’s password.

User Role

Ability to Reset Another User Role’s Password

District Assessment
Administrator (DAC)

Can reset other user role passwords except other DACs.

Assessment Administrator (AA)

Can reset other user role passwords, including another AA, but cannot reset a
DAC's password.

Technology Staff
Test Monitor / Data Entry
MTAS Entry

Can only reset their own password.

The following section provides instructions for:

e Resetting your password

e Resetting another user's password (DAC and AA users only)

14
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Resetting Your Password

Users can reset their password by following the link in the automated “Password has Expired” notification email or by
going to PearsonAccess Next to reset. An automated email with the subject “Password Expiration Notification
(PAN)_[username]” is sent to users 7 days before password expiration. Follow the email instructions to reset your

password.
To reset a password on PearsonAccess Next:

1. From the PearsonAccess Next login screen, select
Forgot Password.

2. Enter your username and email. Select Request
Password Reset.

PearsonAccess "

Username

sample.user@schools.k12.mn.us

Password

Forgot Username | Forgot Password | Support

Forgot Password

Username

Sample. User@district k12.us o —

Email

Sample User@district k12.us ‘_

Request Password Reset Cancel

Username is not case sensitive

3. You will receive a “Password Reset” email which will include a link to reset your password. Select the link to reset

your password.

4. Enter your new password and confirm the password.
Select Update Password.

Note: Passwords must be between 8 and 32
characters long, cannot be any of the last 5
passwords used and must contain 3 out of the 4
character types listed below:

Uppercase

Lowercase

Number

Special Character except<>"" -

u .,

Reset Password

Username

Sample.User@district.k12.us

Reset Token

66f25137-2660-4a39-a4d3-c58c46a156bb:2

New Password

-------

Update Password Cancel

5. Once you update your password, you can sign in to PearsonAccess Next. You will receive a “Reset Password

Success” email as confirmation.

15
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Resetting Another User's Password (DAC and AA users only)

Reminder: DACs can reset other user role passwords except for another DAC. AAs can reset other user role
passwords, including another AA, but cannot reset a DAC's password.

Al SRS TS, I 13 e 15 eSO SETHRSESS OIS P SRSure SR St prIvsey When SCEe s Sna sy
iarnaly, ang protact : ram uxtarnal ez o vz,

1. From the Home page, under Setup, select Users.

Import - Expart D

# Welcome 1o Prarsenicersher

St
from o of the At

Crgarizaon:

Student Privacy and Public Reports

RGeS & STUpMEnt Tracking i st are dung i

L 1 o usIz0ke 10 2 puDic
TesiNav Configuasins i 908 reperier ca13 dogs no el any persenaly wenliia

2. Use the filters on the left to find users or select the
dropdown arrow to the right of the Search box to

= Tasks 0 Seleched
show all results. Only active users will appear in the
initial search. Refer to the Manually Updating User e al
Accounts to locate disabled and deleted accounts.

Find Users

Select the checkbox next to the username(s) you want

to reset. pe—
I Filters I Clear Hide

Resirict 1o selected organization
First Name Username’ First Name*
Afdemolc @ Dana
Username Sana; S
MDE1E 0
# MNAaAZOIEE@ Dana
Account Status B » MNTECH2018 dana
i)

3. Select the dropdown menu to the right of the Start
button and select Reset Passwords.

= Tasks 0 Selected B User|

Select Tasks Manag

All Tasks

Find Users Create / Edit Users.

Kopren Resel Passwords <

Delete / Restore Users

4. Select the checkbox next to the username(s) you want Tasks for Users
to reset and select Reset Passwords.

Resetl Passwords

Note: The user will receive a “Password Reset” email

which will include a link to set up their password. Reset Passwords

Once they reset their password, they will then receive = [ S
a “Reset Password Success” email as confirmation. It ¢ MNAA201E @ Dana

is best practice for the user to log in to PearsonAccess ¥ MNTECHZ018@  dana

Next using their new password and confirm access.

* Required

Reset Passwords Reset
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Locked User Accounts

As a security feature, PearsonAccess Next automatically locks user accounts after five consecutive invalid login
attempts. Locked user accounts can be unlocked by resetting the password.

Enabling and Restoring User Accounts

As a security feature, PearsonAccess Next automatically disables or deletes user accounts when a user is not active for
a specified number of days:

o New for 2022-23: User accounts are disabled after 365 days of inactivity.

o Disabled accounts are displayed with a gold circle-backslash symbol I:l in PearsonAccess Next
o New for 2022-23: User accounts are deleted after 550 days of inactivity.

o Deleted accounts are displayed with a red “X" symbol in PearsonAccess Next
This section provides instructions for the following:

e Confirming if user accounts are disabled or deleted in PearsonAccess Next.
e Enabling disabled user accounts manually or via file export/import.
e Restoring deleted user accounts manually or via file export/import.

User accounts that are both disabled and deleted will need to be both restored and enabled before the user account
is active. Refer to the Restore Deleted User Accounts section to manually restore the user account. After the account is
restored, refer to the Manually Enable User Accounts section to manually enable the user account.

Note: DACs must contact Pearson to enable or restore their account. DACs should confirm MDE-ORG is up-to-date and
that they are listed as the DAC before contacting Pearson to enable or restore their account.

Users Logging In with Disabled or Deleted Accounts

Users with a disabled or deleted account will still be able to reset their own passwords. However, resetting the user’s
password does not enable or restore the user's account. Users who attempt to sign in when their account is disabled
or deleted will get the following error message, even if their password has been reset.

PearsonAccessm*t

User has not yet been created in this website and therefore does not yet have assighed authorization privileges.

Please contact a representative to assist you in the user creation process in order for you to gain appropriate access.

Users who receive this message will need to have their account enabled and/or restored by a user with a DAC or AA
user role.
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Confirming if User Accounts Are Disabled or Deleted

New for 2022-23: User accounts are disabled after 365 days of inactivity. This means that most accounts will be active
for spring testing for users who haven't logged in to PearsonAccess Next since the previous test administration. User
accounts are now deleted after 550 days of inactivity (18 months). It's important for DACs and AAs to review
PearsonAccess Next users at the start of a new school year to delete any users no longer at the school or district.

To review a list of all users with access to the selected organization, including last log in date, use the Users With Org
Access Operational Report in PearsonAccess Next.

From the PearsonAccess Next Home page, under Reports, select Operational Reports. Select the checkbox next to
the Users report category and then select Users with Org Access.

Operational Reports

Report Categories

Students & Registrations

2 Users
Online Testing

Usess With Org Access

Orders & Shipment Tracking
S List of all users with access to the selected organization

I B Users |
Lsers With Role Access
List of all users with the selected rofe

¢ Under Organization select the school to review all users at that organization. The report provides the date
users last logged in to PearsonAccess Next. If user accounts will be disabled by spring testing due to inactivity,
consider the following:

o

Refer to the Reset Your Password section and email users to have them reset their own password. After
resetting their password, the user must log in to PearsonAccess Next to reset their account activity
timeline.

Refer to the Resetting Another User’s Password (DAC and AA users only) to reset user passwords. The user
will receive an email with a link to reset their password. After resetting their password, the user must
log in to activate their account.

Tip: Prior to resetting user passwords, consider emailing staff to let them know they will receive an
automated email from PearsonAccess Next with a link to reset their password. Encourage staff to reset
their password and then log in to PearsonAccess Next so their accounts are active for spring testing.

e Under Disabled and Deleted filter, you have the option to exclude or include disabled or deleted users. If
chosen to include, the report will include a disable and delete date(s).

o

1. From the Home page, under Setup, select Users.

If staff accounts are disabled or deleted and need to be reactivated, refer to the Enabling and Restoring
User Accounts section.

If staff accounts are no longer needed (for staff who are no longer at the district), refer to the Deleting
User Accounts section.

i {PIf; n2ure soudent aata privasy wnen apoezzing and usmg
Entarnally, anc protact t ram extarnal secess or Use.

ean i begin 2 sk

e Student Privacy and Public Reports
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2. Onthe left-hand side, under the Account Status
filter, select either Deleted or Disabled to search for
only accounts that are disabled or deleted.

Select Tasks

Find Users

Filters Clear Hide

Restrict to selected organization
First Name

Username

Account Status

Select Y

Deleted |
Disabied

3. Ifanaccountis disabled, the disable date and disable reason columns are populated. Accounts that have been
disabled due to inactivity will have a disable reason of “Inactive.”

For deleted accounts, the delete date column is populated. Deleted accounts are not removed from the system.

Username” First Name® Last Name® Email* Disable Date Disable Reason Delete Date Active End Date Active Begin Date
MNMTASD2016 @ @ Dana Kopren dana kopren@pearson.com A 11/10/2016 _ Inactive

KallausmMTAS @ x @ Sue Kallaus sue kallaus@pearson.com 0311412046 no 02/25/2016  02/26/2016

AntilMTAS © x @ lisa antill lisa_antill@pearson.com 03/14/2016 no g 02/25/2016

Disabled user accounts can be enabled manually or via a user file export/import. User accounts that have been deleted
can be restored manually or via a user file export/import
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Manually Enable User Accounts

1. From the Home page, under Setup, select Users. > sehp ~l e e e

iy, and protct ¢ from extamal szcess
Import ! Export Dat
# Weicome to Pearsonsiccesshist

susss
Sact 30 36i0n e O o he OropAGNN M nder 1 IS0 K gt ALK,

(Crganizaions
Student Privacy and Public Reports

(OFBERE 8 SrYpie TraknD fommaiion about e slikends are iy i SenGe| NG Now SN e 20ucalng suenls.
I 116 POt 343 048 10T PUDKC. MOE WUSLDAISAGE in0W A0 06T PAcy.

413 0% 161 eV 3T TSGR ICENISUIE IMEATAAION SOEE S1UELS, Th st

Tesihay Conngrsions.

FrEGUENIY ASHEQ DLESI0NS: REQETNG ShOEN! 013 0 DU Webste

2. On the left-hand side, under the Account Status filter,
select Disabled to search for only accounts that are -
disabled. Last Name o

Find Users

m
3
@

Filters Clear Hide
Restrict to selected organization

First Name

Username

Account Status

Select v

Deleted
Disabled

3. Select the checkbox next to the username(s) you want
to enable.

= Tasks 0 Selected

Select Tasks Start

W All Tasks
Create / Edit Users

sample Reset Passworas

Delete / Restore Users

Find Users

Filters Clear Hide 3 Results

4. Select the dropdown menu to the right of the Start

[ Restrict to selected organization

button and select All Tasks. First Name Username’s First Name* Last Name*
Starts with \sample.teacher@school.us  Sample Teacher
Lile
Hisemams [ sampleb.teacher@school.us Sample B Teacher
OxQ
Account Status [) sampleemail@gmail.com & Sample AA
xQ
Disabled v

5. Under Create/Edit Users, on the User Details page,

select the username on the left-hand side. Under the EErr——

. ErETEE T
Account dropdown menu, change from Disabled to H———____
Enabled. Select Save.

 Tes! MeritonTiaia Enirg

aczount

Note: Some accounts may have the status of both
Disabled and Deleted. For these accounts, after an
account is enabled, refer to the Restore Deleted Users
Accounts section to manually restore the user account.
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6.

Select the Reset Passwords tab to reset the user’s
password. Select the checkbox next to the username(s)
you want to reset and select Reset Passwords.

Note: The user will receive a “Password Reset” email
which will include a link to set up their password. Once
the user resets their password, they will then receive a
“Reset Password Success” email as confirmation. The
user MUST log in to PearsonAccess Next using their
new password to enable their account.

Note: Users can also reset their own password by
selecting Forgot Password on the PearsonAccess Next
login screen.

Delete / Restore Users

Create / Edit Users | Reset Passwords

Reset Passwords

[ Username* First Name*

Last Name*

Email*

Username

sample.user@schools.k12.mn.us

sample_teacher@school.us @ @ Sample Teacher sample.teacher@school.us
~ Required
next
PearsonAccess !

Password

Forgot Username | Forgot Password | Support
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Disable and Enable User Accounts via a File Export/Import

1. From the Home page, under Setup, select Import / M s v i s e s e s e
Export Data. o p—
s $etect an astion frem ane ef the drepdown menws under an ican to begin 4 sk,
Usses Student Privacy and Public Reports

ke st oo stu0s ars dng i
eaning i1 it ave ke 1010 puoic
ata

orders & Srvpmen Tracking

05 191 evEal 3Ty pRISQSIY SHOIRBDSE Nk

TesiNav Configrsions.

2. Select the dropdown menu to the left of the Start Import / Export Data
button and select Import / Export Data. Select Start.

= Tasks 1 Se

Select Tasks

« Import/ Expeort Data
View File Details

3. From the Type dropdown menu, select User Export
and select Process.

Type*
User Export v

Include Deleted Users

View File Detalls

After you select Process, the file information is listed on L
the View File Details tab. The file status displays under e — e
Details at the top of the page. Select the refresh symbol e
next to Details to refresh the page, as needed, until the file

has processed.

File Information

Up;r Export u;?;éi::l;i::sml Control District (5558-09-000)
Request Date. User

You will receive a Status Notification email when the file S

. | i

has completed processing. Select Download File when the P

. . Error Records

file has completed processing. ‘

. . . . Parameters

The file will open in Excel as a .csv file.

Steps

4. User accounts can be enabled or disabled through a file import.

e To enable a user account, change the text in the disabled column from “Yes” to “No” and remove the text in the
Disabled Reason column so that field is blank. Note: The “Action” column is automaticaly populated with “u”
(update) in the file export. No changes are needed to this column to enable a user.

e Todisable a user account, change the text in the disabled column from “No” to “Yes” and enter a reason in the
Disabled Reason column (inactive, for example). Note: The “Action” column is automatically populated with “u”
(update) in the file export. No changes are needed to this column to disable a user.

A B & B E F G H I ) K | L
Action Username First Name  Last Name Email Authorized Organizations Roles Active Begin Date Active End Date  Disabled Disable Reason | Is Deleted
u sample.teacherl@usd123.org Sample Teacherl  sample.teacherl@usd123.org  5555-09-101 Test_Monitor_DataEntry No No
u sample.teacher2@usd123.org Sample Teacher2  sample.teacher2@usd123.org  5555-09-101 MTAS_Score_Entry Yes Inactivity No
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5. Save the updated file as a .csv file.
6. Import the user account file using the instructions in the Importing the User Account File section.

Note: After an account is enabled, refer to the Resetting Another User’s Password (DAC and AA users only) section to
manually reset user passwords.

Note: Some accounts may have the status of both Deleted and Disabled. For these accounts, after an account is
enabled, refer to the Restore Deleted Users Accounts section to manually restore the user account.

Manually Restore Deleted User Accounts

User accounts that have been deleted are still in PearsonAccess Next. New for 2022-23: User accounts can be
restored manually or through a file import.

1. From the Home page, under Setup, select Users.

A, Student infomtian i 1 ystem 15 personally Klsifatis nformaton (31 enare Zodent S5t privacy when accessing and using it
Imtarnally, a0 protoct it rom ertarnal ecess oF vz,

# Walcom to PeaTsonAcEH et

the gropdewn fean to bgin 3 taak.

Student Privacy and Public Reports

Orgers & Sripmen Tracking 5 &6 EULAIN] SCENIS
wacy

Testhaw Confgrsions.

2. On the left-hand side, under the Account Status filter,
select Deleted to search for only accounts that are
deleted. Last Name or Email starts

Find Users

Filters Clear Hide
Restrict 1o selected organization

First Name

Username

Account Status

Select v

Deleted
Disabled

3. Select the checkbox next to the username(s) you want
to restore.

= Tasks 08

Select Tasks

| All Tasks

Find Users
Create / Edit Users
sample Reset Passwords
Delete / Restore Users
Filters Clear Hide 3 Results

[ Restrict to selected organization

4. Select the dropdown menu to the right of the Start First Name ) Usemame'~ First Name'  Last Name
button and select All Tasks. =

isample.teacher@schoolus  Sample Teacher
oo
Username
() sampleb.teacher@school.us Sample B Teacher
OxQ
Account Status [ sampleemail@gmail.com @ Sample AA

Deleted v
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ETEETE

Create / Edit Users Reset Passwords te / Re:

5. On the Delete / Restore Users tab, select the :
checkbox next to the username(s) and select Delete /
Restore.

Delete / Restore Users

[C] Username* First Name* Last Name* Email*

F [|sample teacher@school us @ % @ Sample Teacher sample teacher@school.us

* Required

- —
I‘ Delete f Restore i

|

6. Most deleted accounts are also disabled. To enable a
restored account, select the Create/Edit Users tab.

USERS (1) DETALS

sample teacher@school.us

On the User Details page, select the username on the T ——
left-hand side. Under the Account dropdown menu, T
change from Disabled to Enabled. Select Save. =
7. Select the Reset Passwords tab to reset the user’s Create  Edt Users | Reset P | Deete  Restore Users
password. Select the checkbox next to the |
username(s) you want to reset and select Reset Reset Passwords
Passwords [] Username* First Name® LastName* Email®
sample teacher@school.us @ @ Sample Teacher sample.teacher@school us
Note: The user will receive a “Password Reset” email i
which will include a link to set up their password.

Once the user resets their password, they will receive
a “Reset Password Success” email as confirmation.
The user MUST log in to PearsonAccess Next using
their new password to enable their account.

Delete or Restore User Accounts via a File Export/Import

1. From the Home page, under Setup, select Import / M S s ety s P e s
Impedt ) Expant Data
Export Data.

* Waicome o

St
et o o from o e e manes e e 9 g s

Ovganizations.

Usses Student Privacy and Public Reports

Ongers & Sripme Trackng st an i a aformaiie sbau s stwdecs are daing i
ik

TesiNav Configrsions.

2. Select the dropdown menu to the left of the Start
button and select Import / Export Data. Select Start.

Select Tasks ~ '

@i Import / Export Data
View File Details

3. From the Type* dropdown menu, select User Export
and select Process. Select the checkbox next to
“Include Deleted Users” to include deleted users in the Type*
file export.

User Export v

Include Deleted Users
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After you select Process, the file information is listed on
the View File Details tab. The file status displays under
Details at the top of the page. Select the refresh symbol
next to Details to refresh the page, as needed, until the file
has processed.

You will receive a Status Notification email when the file
has completed processing. Select Download File when the
file has completed processing.

The file will open in Excel as a .csv file.

Imgort f Export Data

FILES (1)

User Export 2021-08-16T14:12:33.70140000 csv.

DETAILS =

Complete

File is reacy for download

File Information

Type rganization
User Expart MDE Assessment Contral District {5556-00-000)
Request Date
BER2021 00:1233 AN
Total Records

User
DAC-Braden

Download File &

L
Successful Records
34
Error Recoras
o
Parameters
Parameter

include deleted users

Steps

4. New for 2022-23: User accounts can be deleted or restored through a file import. The “Is Deleted” column

indicates the deleted status of the account (yes or no).

e To delete a user account, in the “Action” column, type “D" or “d".

e Torestore a deleted account, in the “Action” column, type “R” or “r".

A B C D E F

Action_ Username First Name  Last Name Email
5555-09-101

5555-08-101

Teacherl
Teacher2

d sample.teacherl@usd123.org Sample sample.teacherl@usd123.org

r sample.teacher2@usd123.org Sample sample.teacher2@usd123.org

Authorized Organizations Roles

G

Test_Monitor_DataEntry
MTAS_Score_Entry

H I J K L
Active Begin Date  Active End Date Disabled Disable Reason Is Deleted
No No
Yes Inactivity Yes

5. Save the updated file as a .csv file.

6. Import the user account file using the instructions in the Importing the User Account File section.

Note: Some accounts may have the status of both Deleted and Disabled. When restoring a deleted user that is also
disabled, the file import to restore the deleted user will also remove the disabled date and disabled reason. No further
action is needed to enable the user.
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Appendix A - PearsonAccess Next User Role Matrix

PearsonAccess Next User Role Matrix

This table provides the tasks that each user role is able to access in PearsonAccess Next. Tasks are organized by the

-
corresponding pages. i) <

p g pag 2 2 g %
Note: Users only have access to data at the organization level to which they are assigned (district or school) and the ) s & S

. . . [}
organizations below it. 2 S g s 3 2 > 2

1] = =) C o

Users with the DAC or AA role do NOT need any additional user roles added to their account because all 8 ._g g é’ _8 § S e
permissions at their organization level (district or school) are already included. Adding additional user roles to either E 5 § E < 2 5 g
the DAC or AA account will limit the permissions of the DAC or AA. a8 4% 2 28 s
Setup
Import / Export Data
View and export lists of students ° o o o o
View and export lists of staff user roles ° o
Import staff user roles o L
Import reporting groups and assign Test Monitor/Data Entry and MTAS Entry users to reporting groups o L
View and export On-Demand Reports L L
View and export Longitudinal Reports (district level) ° °
Create test sessions, add/remove students from sessions, and move students between sessions via a file import PY PS
Students
View student enrollment data o L o o L
Enter LClI data (MTAS only) ® ® )
View a student's assigned test details, including accommodations and linguistic supports L L L4 L4 L
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PearsonAccess Next User Role Matrix w Z
) < S| 2 )
a 2 = =

= =

View Historical Student Data (for students currently enrolled in your district. The DAC/AA must assign the Test ° ° ° °

Monitor/Data Entry or MTAS Entry user to a reporting group(s) to access historical student data.)

Organizations

View organizations L4 L L4

View contacts L4 L4 L4

Users

Note: Technology Staff can only view other user roles. Test Monitor/Data Entry and MTAS Entry user roles cannot view or create other user roles.

Create / Edit users (DACs can create users except for another DAC. AAs can create users, including another AA,

except for a DAC.) * °

Reset passwords for other users o o

Delete or restore users ° °
Orders & Shipment Tracking

Create, edit, or cancel additional orders (only pending orders may be cancelled) L o
TestNav Configurations

Create, edit, or delete TestNav and Proctor Cache configurations L o o
Proctor Cache

Proctor cache by test ° o °
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PearsonAccess Next User Role Matrix o s s E
S | 2@ = §

Testing

Student Tests (MTAS only; MTAS Entry users can only enter data for those student tests assigned to them by the DAC or AA user role)

Assign, change, or remove teacher assignments o L

Enter MTAS scores ° ° )

Test Sessions (MCA only)

Create, edit, or delete test sessions ° ° ° °

Students in Sessions (MCA only)

Add students to, prepare, start, stop, resume, and refresh test sessions; unlock and lock student tests L L L L

Print student testing tickets and session student rosters o L o o

View student testing progress [ ° ° °

Move students between sessions and remove students from sessions o L o o

Mark student tests complete and/or enter a test/accountability code ° L

Create reporting group from test session ° °
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a 2 = =
= =
Reports
Operational Reports
Access administrative reports (reports are available based on the tasks to which a user role has access) L4 ° ° ° L4

Reporting Groups (Users with the DAC/AA role have access to all reports in their district or school; DAC/AAs should NOT be assigned to reporting groups.)

Create and manage reporting groups, either manually or through a file import. o L

Score Entry Reports (MTAS only; MTAS Entry users can view reports only for assigned students)

View the score entry status and summary reports ° ° °

Results Reporting

Published Reports (DACs have access to all published reports for their assigned organization. AAs have access to published reports for the organization
level to which they are assigned: district or school. Only DACs have access to the Secure Materials Status Report and Testing Time Report.)

View Published Reports ° °

On-Demand Reports (The DAC/AA must assign the Test Monitor/Data Entry or MTAS Entry user to a reporting group(s) to access on-demand
reports.)

View On-Demand Reports ° ° ° °

Historical Student Data (For students who previously tested in your district; the DAC/AA must assign the Test Monitor/Data Entry or MTAS Entry
user to a reporting group(s) to access historical student data.)

View Historical Student Data ) ) ° ®

Longitudinal Reports

View Longitudinal Reports L L
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PearsonAccess Next User Role Matrix

DAC
AA
Tech
TM/DE
MTAS EN

Dashboard

Dashboard (The DAC/AA has access to dashboard views (bar graph with filter, bar graph, speedometer) for online MCA (Session Status by Subject, Student
Test Status by Subject, Test Status - Online by Subject) and MTAS (Test Status - Alternate by Subject).

Dashboard ® ®

Dashboard User Settings ° °

Training Management System (TMS)

Administrative Functions (Ability to view / download the record of completed trainings and document group trainings for all users in their district or
school.)

Note: While the TMS is NOT a part of PearsonAccess Next, having a DAC or AA user role provides those users access
to the Admin tab.
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Appendix B - PearsonAccess Next User Account File Information

File column descriptions and important notes are below.
e File mustinclude the header row.
e Fields marked as optional must still be included in the file; leave the field blank if not including a value.
e File must be saved in a comma delimited (csv) format.
e If updating a user’s information, the existing record will be matched to the new record based on the

username.
CSV File | Column Max Field Description Field Notes
Column | Heading Length
Required. Not case sensitive.
Valid values are:
C or c (create new user)
U or u (update user)*
R or r (restore deleted user)
Contains the code D or d (delete user)
A Action 1 representing the action If attempting to create a record and the username
to be taken for the . o o
q provided already exists in the system, the existing
record. record will update with the newly imported record as
long as the existing user's email and username
matches the information in the import file.
If attempting to update a record and the username
provided does NOT already exist in the system, the
record will error.
*Username and email cannot be updated.
Contains the username. | Required. Not case sensitive.
B Username 100 .
Must be unique. Recommended username is the user’'s email address.
. Contains the user's first ;
C First Name 50 Required.
name.
Contains the user’s last i
D Last Name 50 Required.
name.
Required. Not case sensitive.
: Contains the user's Must be in valid email format.
E Email 100 email address
’ When a new user account is created, a notification
email is sent to this address.
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CSV File | Column Max Field Description Field Notes
Column | Heading Length
Required. Not case sensitive.
Delimited field. Organization codes are 9 digits
comprised of District Number (4 digits), District Type (2
. digits), School Number (3 digits), in DDDD-TT-SSS
Contains the I ;
7t d format. For district-level users, the school number is
organ.|z? :jon iﬁ tf\s 000. Multiple organization codes must be separated
assoclated with the with a colon (for example, 5555-01-000:5555-01-001).
user. .
Include leading zeros.
F Authorized Variable Most users will have only one organization listed and

Organizations

The values in this field
should represent ALL
organizations
associated with the
user.

will have access to that organization and all
organizations under it. For example, a district user will
have access to all schools within that district, while a
school user will only have access to that school Users
can only create/modify organizations for users that
are within the organization(s) the user submitting the
file has access to.

If the organization code entered is invalid, the entire
record will error.

32




©

Pearson
CSV File | Column Max Field Description Field Notes
Column | Heading Length
Required. Not case sensitive.
Delimited field.
If a District Assessment Coordinator or Assessment
Administrator user role is indicated, no other roles
are needed. All permissions are included in these roles
at an organization level (district or school).
' Note: You cannot assign the District Assessment
Contains the role ' Coordinator (DAC) to any user. Pearson creates,
code(s) associated with | enaples and restores DAC user accounts 1-2 days after
the user. information is updated in MDE-ORG.
Note: If a user has the role of Technology Staff, Test
The values in this field Monitor/Data Entry, or MTAS Entry, but must also
should represent ALL perform tasks associated with another of these roles,
c Roles Variable | roles associated with an additional role may be assigned to the user.

the user account.

Refer to the
PearsonAccess Next User
Role Matrix for a list of
roles and associated
permissions.

Multiple user roles must be separated with a colon
(Technology_Staff:Test_Monitor_DataEntry, for
example).

Users can only create/modify roles for users that are
within the organization(s) the user submitting the file
has access to.

Valid values are:
Assessment_Administrator
Technology_Staff
Test_Monitor_DataEntry
MTAS_Score_Entry

If the value entered is invalid, the entire record will
error.
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CSV File
Column

Column
Heading

Max
Length

Field Description

Field Notes

Active Begin
Date

10

Identifies when a user
account becomes
active.

Optional.

If left blank, the system will populate the Start Date
field with a default value of the system'’s current date
and time (CT) when your file is processed. The Start
Date can also be pre-dated.

If the date entered is in the future, the “New Account”
email will not be sent until that date.

Format as: MM/DD/YYYY
MM is the 2-digit month
DD is the 2-digit day
YYYY is the 4-digit year

For example, if a start date is March 1, 2022, it should
be entered as 03/01/2022. Leading zeros in the month
and day fields are not required.

The following error will display for incorrectly entered
dates: “Date is invalid. Date is less than 01/01/1990.”

Active Begin Date must be equal to or before Active
End Date.

Active End
Date

10

Identifies when a user
account becomes
inactive. If an account
has expired, the user
will receive an error
message upon login.

Optional.

If left blank, the system will populate the End Date
field with a default value of 12 months after the
system'’s current date and time (CT) when your file is
processed.

Format as: MM/DD/YYYY
MM is the 2-digit month
DD is the 2-digit day
YYYY is the 4-digit year

For example, if an end date is August 31, 2022, it
should be entered as 08/31/2022. Leading zeros in
the month and day fields are not required.

The following error will display for incorrectly entered
dates: “Date is invalid. Date is less than 01/01/1990.”

Active End Date must be equal to or after Active Begin
Date.
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CSV File | Column Max Field Description Field Notes
Column | Heading Length
Required.
Not case sensitive.
Identifies whether the
user account is Valid values are:
disabled. Use this field | yes = Account is currently disabled. Entering “Yes” will
to disable or enable disable the account.
user accounts. If an
J Disabled 3 account is disabled. the | No =Account is not currently disabled. Entering “No”
user will receive an will enable the account.
error message when Disabled Date within the system will be populated
attempting to sign into | with current date if Disabled field on this file is set to
PearsonAccess Next. Yes.
When a new user account is disabled, a notification
email is NOT sent to the user.
|dentifies the reason Required if Disabled field on this file is set to Yes.
K Disabled 1000 given as to why the user Field should be blank if Disabled field is set to No.
Reason account has been
disabled.
Not required.
Yes = Account is currently deleted. Entering “Yes” will
NOT delete the account.
Identifies whether the . .
es w } No = Account is not currently deleted. Entering “No”
user account s deleted, will NOT restore the account
L Is Deleted 3 Use this field to delete )
or restore user Note: This field is populated on export but ignored on
accounts. file import, meaning that changing the delete field
from No to Yes will not delete the user. Users can only
be deleted by adding “d” in column A. as indicated
above.
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